
NCSA Supports Sirtfi
NCSA's InCommon  (IdP) now officially supports the Security Incident Response Trust Framework for Federated Identity ( ). identity provider Sirtfi InCommon
 has tagged the  as Sirtfi-compliant in . This enables  and other researchers with NCSA NCSA IdP federation metadata cybersecurity researchers at NCSA
identities to access federated services at  and around the world where Sirtfi compliance is required. For more information about InCommon's Sirtfi CERN
program, see the . The  contains a growing number of identity providers, service providers, and attribute InCommon Sirtfi FAQ eduGAIN Entities Database
authorities around the world that assert compliance with Sirtfi.

https://wiki.ncsa.illinois.edu/display/cybersec/Identity+and+Access+Management+at+NCSA
https://refeds.org/sirtfi
https://incommon.org/federation/
https://incommon.org/federation/info/entity.html?entityID=https%3A%2F%2Fidp.ncsa.illinois.edu%2Fidp%2Fshibboleth&technical=true
https://incommon.org/federation/metadata.html
https://wiki.ncsa.illinois.edu/display/cybersec/CSND+Team
https://home.cern/
https://spaces.internet2.edu/display/InCFederation/SIRTFI+FAQ
https://technical.edugain.org/entities
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